POLITIET

KRIPOS

Request for access to information in the Schengen Information System

Personal details:

Name:
Address: Postal code: City/Town:
Country: Date of birth: Telephone:
Email:

Detailed description of the information you request access to:

Signature:

Place: Date: Signature: Signature parent/legal guardian:

The form can be sent to NCIS (Kripos). It can also be sent directly to the authority that made the decision to register the
information. For addresses see www.politi.no. The request for access must be signed and a copy of a valid document
must be enclosed. If you deliver the form in person you should present a valid proof of identity. See the back of the form
for valid identity documents.

If the person listed in the database is younger than 15 years of age, the request for access must be signed by a parent or legal
guardian. From the age of 15, listed persons can request access themselves under the Police Databases Act. Parents/legal guardians
can, on their own initiative, request access to information about the listed person (the minor) until the minor reaches the age of 18.
The minor should be informed of such requests.


http://www.politi.no/

POLITIET

KRIPOS

Request for access to information in the Schengen

Proof of identity:

The following are considered valid proof of identity:
e Valid passport (not emergency passport)
* Norwegian bank card with a photo
¢ Norwegian driving licence (not older versions — “green driving licence”)
e Nordicdriving licence of EU/EEA standard
e The Ministry of Defence's ID card (from 2004)
e Valid Norway Post ID card issued after 1 October 1994
* National ID card issued in the EEA
e Asylum application registration card with signature and place of birth
* Norwegian refugee travel document (green passport)
* Norwegian immigrant's passport (blue passport)

If you have a Norwegian national identity number or a central immigration system number, please state this.
Legal representatives or anyone requesting access on behalf of somebody else, must present a valid letter of
authority.

The following information may be recorded in SIS:

SIS is a central electronic information and alert system, used to issue alerts and exchange information about
persons and objects in the Schengen area.

The Act relating to the Schengen Information System (the SIS Act) and its associated regulations govern the
use of SIS in Norway. The national provisions are based on Regulation (EU) 2018/1862 of the European
Parliament and of the Council of 28 November 2018 on the establishment, operation and use of the
Schengen Information System (SIS) in the field of police cooperation and judicial cooperation in criminal
matters, amending and repealing Council Decision 2007/533/JHA, and repealing Regulation (EC) No
1986/2006 of the European Parliament and of the Council and Commission Decision 2010/261/EU,
Regulation (EU) 2018/1861 of the European Parliament and of the Council of 28 November 2018 on the
establishment, operation and use of the Schengen Information System (SIS) in the field of border checks,
and amending the Convention implementing the Schengen Agreement, and amending and repealing
Regulation (EC) No 1987/2006 and Regulation (EU) 2018/1860 of the European Parliament and of the
Council of 28 November 2018 on the use of the Schengen Information System for the return of illegally
staying third-country nationals.

The system contains information on:

e Persons wanted for arrest or extradition, or who are wanted by the judicial authorities for other reasons
e Persons who have been denied entry and permission to stay in the Schengen area

* Missing persons

* Stolen or lost objects, such as vehicles, vehicle registration plates, ID documents, etc.
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